Administration: Adding New Users

1. Click on the “Users” button on the left navigation.
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2. Alist of current users will appear. Click the “New” button on the far right side of the screen.
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WELCOME TO ADMINISTRATION!

The Adminstration screen allows the Systems Admnstrator to manage mportant funcbons such as assigning Security Levels, addng New Users, and editing the Welcome

Massage, To access the indwvidual administration tool, dick on a topc found in the navigabion to the left.

Administrabion is devided into six sections:

CU PolicyPro system,
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Welcome Message. Edit the Welcome Message text viewed by users of the system on the Home Page screen,
Disclosure Statement. Edit the Disclosure Statement text viewed in the Publshed Operatons Marual, pust after the Title Page.
Users. Add, edit or delete individual or group users or their passwords with this function,

Security. View users and access levels, and assign Access Levels to individual or group users from this sareen.
Access Levels. Alows the aeation of intermediate levels of access = between read-only and full admin, Rights can be assigned to one or more individual area of the

. Licensing Info. This will show your current number of usars assigned and the total number of user boenses avalable. Ths also shows your subsoription expration date.
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Users

User: | Smith, john

User Hame:
Last Name:

Password (if changing, please fill in):

Smith First: xchn ML
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be updated by fling in the password feids and saving the form. Passwords must be at
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3. The “New User” form will appear.
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New User

@) Create Individual User Login () Create Group User Login

Last Name:
User Hame:
Email Address:

Access Levek

Individual User - This options allows you to assign each employee a unigue user name and password. We recommend using their E-mail address as the

user name.
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Group User - This option allows you to assign user name and password for use by multiple individuals. When selecting group user names, designate
For 1f your name were XYZ Corp, the User llam: employee” would be too generic. Entering

titles dists to your

“xyzemp” would be more

to update the p if there are o

4. Two types of users can be created: Individual or Group Users.

5. Individual User is a distinct User Name and Password for a specific individual. A Group User is a User Name and
Password that is shared among a group who all have the same access level (i.e. Board of Directors or Employees
with read-only access)
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6. For either an Individual or Group User, type in the First and Last Name (or Group Name for Group Users), the
User ID, Email address, and Password. (Passwords are encrypted and must be entered in twice for security

reasons).

7. From the dropdown list, choose the Access Level this user will have.

8. When you're finished, click the “Save” button.

New User

{3 Create Individusl User Login () Create Group User Login

Last Name:
User Name:

Email Address:

Fassword:
Re-Type Password:

Access Levek

Indivicual User - This options allows w%mphyn a
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Group User - This eption allows you bo assign user name and password for use by multiple individuals, When selecting group user names, designate
tithes distinctive to your organization. For example: If your company name were XYZ Corp, the User Name “employee” would be too generic. Entering
“xyzemp” would be more appropriate. Remember to update the password if there are organizational changes or employee tusmover.
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george Ejatuon. com

george &jetson.com

Pacswords must be 3t Rast § ghmsmrrans sad innd s ama
cigital letier and one rumber.

admin

By default, only “Admin” and “Employee”
CLIE. access levels are available. To add additional
access levels as seen here, see page 66

management

Tip: An email address must be entered in order for the user to utilize the “Forgotten Password” function

from the login screen. Group users will not have an email address option.

Administration: Editing or Deleting Users

1. Click on the “Users” button on the left navigation.

2. This will bring up the list of current users. Use the dropdown list to view individual user information.

3. For any user, you can update the user’s first or last name, user name, password or access level. When any
changes are made, click the “Save” button.

4. To delete a user, click the “Delete” button. This will permanently delete this user.
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Users

User: | Smith, john b

User Hame: johnemith

Last Name: Smith First: 10bn ML

Password (if changing, please fill in):

Re-Type Password:
J vishie, howeves,
be updated by filing in the password feids and saving the form. Passwords must be at
least& s
Access Levek employee v
Optional Fields
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Administration: Adding/Editing Additional User Access Levels

1.

2.

By default, there are only two access levels: Admin and Employee.

Admin level access gives the user full access to perform any function in the system. Admin is the only level of
access that allows a user to access the Administration area.

Employee level access is read-only. A user with Employee access can login and will only see items posted in the
“Employee Manuals” and “Employee Resources” folders on the Home Page. No navigation (other than Logoff)

will be available to an Employee level user.

You may find it useful to have access levels between Admin and Employee. To create and define these
intermediate levels of access, click on the “Access Levels” button on the left navigation.

The Adminstration screen allows the Systems Admnstrator to manage mportant funcbons such as assigning Security Levels, addng New Users, and editing the Welcome
Massage, To access the indwvidual administration tool, dick on a topc found in the navigabion to the left.
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Administration WELCOME TO ADMINISTRATION!

Administrabion is devided into six sections:

Welcome Message. Edit the Welcome Message text viewed by users of the system on the Home Page screen,

Disclosure Statement. Edit the Disclosure Statement text viewed in the Publshed Operatons Marual, pust after the Title Page.

Users. Add, edit or delete individual or group users or ther passwords with this function,

Security. View users and sccess levels, and assign Access Levels to individual or group users from this screen.

Access Levels. Alows the aeation of intermediate levels of access = between read-only and full admin, Rights can be assigned to one or more individual area of the

CU PolicyPro system,
. Licensing Info. Thes wall show your current number of users assigned and the total number of user kcenses avalable. Ths also shows your subscription experation date.
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This will bring up Access Levels Form.
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Access Level: | manager ~

Operations Manual
1 Manual Buikder
Library

[] storage

[] Manager Resources

There are two default access levels that are fully dand are not editable:

#dmin - The Administrator has access to all site functions including HR Central, Administration, Storsge and all purchased services.

employee - The Empleyee has access only to HR Central ko view posted information that was placed in the HR Central “Emg” Foldess found in the Storage Tab,

6. Click “New” to create a new access level. You will be asked to name the access level.

7. Then, use the checkboxes to determine what access these users will have.

e Manual Builder allows this user to access the Manual Builder area, and the user will have full rights to
edit the Working Manual, including publishing, archiving, etc.

e Library allows the user to access the resource found in the Library

e Storage allows the user to full access to the Storage area, including uploading files and posting them to
the “Employee” and “Managers Resources” folders.

e Manager Resources will allow this user to see the documents posted in the “Manager Resources” folder,
as well as manuals posted to the “Manager Manager” folder.

8. Choose one or more access rights for the user level, and click Save.

9. You can also delete or rename existing access levels, using the buttons on the far right of the screen.
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Administration: Viewing/Editing Multiple Users at Once

1. Use the “Security” tab to view all quickly user levels and user IDs, and to quickly change the user access level for
multiple users at one time.

2. Click on the “Security” button on the left navigation.

torage  Manuals \ Library . Home

Administration WELCOME TO ADMINISTRATION!

Welcome Message

The Adminstration screen allows the Systems Admnstrator to manage mportant funcbons such as assigning Security Levels, addng New Users, and editing the Welcome
Massage, To access the indwvidual administration tool, dick on a topc found in the navigabion to the left.

Administrabion is devided into six sections:

Welcome Message. Edit the Welcome Message text vewed by users of the system on the Home Page screen.

Disclosure Statement. Edit the Disclosure Statement text viewed in the Publshed Operatons Marual, pust after the Title Page.

Users. Add, edit or delete individual or group users or ther passwords with this function,

Security. View users and sccess levels, and assign Access Levels to indnidual or group users from this screen.

Access Levels. Alows the aeation of intermediate levels of access = between read-only and full admin, Rights can be assigned to one or more individual area of the
CU PolicyPro system,
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Licensing Info. Thes will show your current number of usars assigned and the total number of user boenses avaliable. Ths also shows your subscripbon expration date.

3. Clicking on the various access levels will show in on the left side all users with that level of access. All users with
any other level of access will appear on the right side.

Elorage. Manuals " Library . Home.

SECURITY

Access Levels

s “Group-, test )
All users with R All users with any
this access g B other access level

4. Click on a user and use the “add” or “remove” buttons to move users in or out of any access level. This can also
be done by individual user in the Users tab.
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SECURITY
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Users with admin access Users
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Bus+, Gecege
Smih, Joe

Tip: You will not see your own User Name. This prevents you from inadvertently removing yourself as an
admin.
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